
Fayol Inc. 0547824419 

WEEKLY LESSON NOTES – B7 

WEEK 12 

Date: 29th JULY, 2022 DAY:  Subject: Computing 

Duration:  Strand: Communication Networks   

Class: B7 Class Size:  Sub Strand: Information Security   

Content Standard:   
B7.3.3.1. Recognize data threats and means of protection 

Indicator:  

B7.3.3.1.3 Evaluate information security forensic auditing 
and criminal laws against offenders 

Lesson: 
 
1 of 2 

Performance Indicator:  

Learners can describe the criminal laws against offenders of information 
security. 

Core Competencies: 

CI 6.3: DL5.1:  

Reference: Computing Curriculum P.g. 20 

 
Activities For Learning & Assessment Resources Progression  
Starter (5 mins) 
 
Using questions and answers, revise the previous lesson with learners. 
 
Share performance indicators and introduce the lesson. 
 
 
Main (35 mins) 
 
Engage learners to watch a video of how offenders of data security breach are identified.  
 
Guide learners to discuss the laws protecting data and the applicable sanctions for their breach. 
Identify some common occurrences of data security breaches that people in the community 
overlook and their corresponding sanctions. 
 
 

Reflection (10 mins) 

Pictures and videos  Evaluating 
information 
security forensic 
auditing and 
criminal laws 
against offenders. 



Use peer discussion and effective questioning to find out from learners what they have learnt 
during the lesson.  
 
Take feedback from learners and summarize the lesson. 
Homework/Project Work/Community Engagement Suggestions 

 Identify and explain criminal laws against offenders of information security. 

Cross-Curriculum Links/Cross-Cutting Issues 
None  
Potential Misconceptions/Student Learning Difficulties 
The facilitator/teacher can arrange to use a nearby Senior High School (SHS) ICT laboratory 

 

 


